(ORGANIZATIONS NAME) Policy Information Technology 
Subsections
Dissemination, Amendment, Roles of Board and Management
	Area:
	Approved By:
	Most Recent Approval Date:

	· Corporate Governance Policy
	Board of Directors
	November 10, 2007

	· Corporate Functions Guideline
	CEO
	

	· Financial Functions Guideline
	CFO
	

	· Clinical Functions Guideline
	CMO
	


	First Approval Date: November 10, 2007
	
	Next Review Due: 2009

	Dates Reviewed:
	
	Dates Revised: 

	Dates Revisions Announced to Staff: December 10, 2007



	Purpose:
	(ORGANIZATIONS NAME) uses information technologies to support employees and other authorized users to work efficiently in delivering services.

	Mandated by:
	Funding Sources, Internal Controls

	Applies to:
	(ORGANIZATIONS NAME) corporate financial functions

	Definitions:
	· 

	For more information:
	n/a


Text of Policy:

All users of (ORGANIZATIONS NAME)'s information and technology resources must take responsibility for, and accept the duty to, actively protect information and technology assets. This includes taking responsibility to be aware of, and adhere to, all relevant policies and standards. (ORGANIZATIONS NAME) uses information technologies to support employees and other authorized users to work efficiently in delivering services. Proper use of these technologies assists in the daily management of information, saves time and money, reduces administrative overhead and improves service delivery. The technologies include, but are not limited to, information systems, services (e.g., web services; messaging services); computers (e.g., hardware, software); and telecommunications networks and associated assets (e.g., telephones, facsimiles, cell phones, laptops). Improper use may jeopardize the confidentiality, integrity and availability of (ORGANIZATIONS NAME)'s information and technology assets, and may put personal information protection, security or service levels at risk.
Dissemination of Information Technology  Policies & Guidelines

New staff members are required to read all the Information Technology policies and guidelines with the exception of (005.14.01, 005.15.01, 005.16.01, 005.17.01) prior to being given a user name and password.  
· When policies are added or modified, existing (ORGANIZATIONS NAME) staff will be notified through two mechanisms:
1. Announcement of the new or modified policy at a staff meeting
2. Announcement of the new or modified policy via an email sent to the staff.
· In order to document which staff were notified, a copy of the meeting minutes (including names of all staff present) and a copy of the email (including names of all staff to whom it was sent) will be attached to the official copy of the policy stored in the (ORGANIZATIONS NAME) CEO’s office.
Amendment or Addition of Information Technology  Policies & Guidelines

· Information Technology policies and guidelines are reviewed on a regular basis.  The most recent policies / guidelines supersede and rescind all previous information technology policy and guideline statements, and become the official statements of (ORGANIZATIONS NAME).  Information Technology policies and guidelines are reviewed every two years (24 months from the date of last review or amendment).  Policies and guidelines are reviewed by the board of directors or member of management who approved the previous version of the policy or guideline.
· Amendments or additions to corporate governance policies may be recommended at any regular meeting of the Board, the Executive Committee, or its designated committee.

· After study by the Board, the Executive Committee or its designated committee, and after the CEO has had the opportunity to review and comment, the amendment or addition may be passed by a simple majority of the Board at any regular meeting or through the online Board Forum

· Amendments or additions to corporate function guidelines are made at the discretion of the CEO in consultation with the staff Senior Management team, the Board, employees and/or contractors, as necessary.
· Amendments or additions to Information Technology guidelines are made at the discretion of the CFO and the Information Security Manager, in consultation with the CEO, the Board, employees and/or contractors, as necessary. 
Roles of Board and Management
· The Board of Directors is responsible for promoting, and participating in the development of the Information Technology support for (ORGANIZATIONS NAME).
· The responsibility for developing and implementing the Information Technology policies lies with the CFO, CEO, Information Technology Planning Team, and the Information Security Manager.
